Privacy Policy

	Who we are and how to contact us
	Cross Gates & District Good Neighbours’ Scheme CIO (CDGNS) is a registered charity (Charitable Incorporated Organisation, registration number 1160095). The registered address is Station Road, Leeds, LS15 7JY. The Management Committee of CDGNS is the Data Controller for the personal information we process, unless otherwise stated.
We are committed to respect and protect your privacy and security. Whenever you provide us with your personal information, it will be treated in accordance with this policy and the UK General Data Protection Regulation (GDPR) and Data Protection Act 2018.
By using any of our services we offer, including our website, you are agreeing to be bound by this policy.

Please read the following carefully to understand our practices with regard to your personal data and how we will treat it. Our Privacy Policy may change from time to time, so please check this page occasionally to see if we have included any updates or changes.
How to contact us:

If you have any questions about our privacy policy or information we hold about you:
Email: admin@crossgatesgns.org.uk
Phone: 0113 260 6565

Write: Station Road, Leeds, LS15 7JY

	How we collect information from you
	We may collect and store information about you when you interact with us. For example, this could be when you:

· join our Scheme
· register as a volunteer
· accept a home visit

· register for or use our services
· register for an event
· submit an enquiry
· give us feedback on our work
· make a comment, suggestion or complaint
· support our work through a donation or legacy

· apply for a job

· enter into a contract with us
· are captured on CCTV recording
· are referred to us by other agencies

· subscribe to our e-publications

	Using our website and social media
	When you visit our website we collect various personal information which may include your name, address, contact details, IP address, and information regarding which pages you access and when.
When you interact with us on social media platforms such as Facebook or Twitter we may also obtain some personal information about you. The information we receive will depend on the privacy preferences you have set on each platform and the privacy policies of each platform. To change your settings on these platforms, please refer to their privacy notices.

	Information that’s collected from you
	When you engage with us by phone, mail, online or in person, we may collect information about you (referred to in this policy as 'personal information'). This may include your name, address, email address, telephone number, date of birth, job title and details of your education and career, why you are interested in CDGNS, and other information relating to you personally which you may choose to provide to us.

The GDPR recognises that certain types of personal information are more sensitive. This is known as 'sensitive' or 'special category' personal information and covers information revealing racial or ethnic origin, religious or philosophical beliefs and political opinions, trade union membership, genetic or biometric data, and information concerning a person’s health, sex life or sexual orientation.

Sensitive information will only be collected where necessary. For example, we may need to collect health information from you to deliver a service. Clear notices will be provided at the time we collect this information, stating what information is needed and why.

With your explicit consent, we may also collect sensitive personal information if you choose to tell us about your experiences relating to our services for use in a case study.

	How we use your information
	We may use your information to:
· send you communications which you have requested and may be of interest to you
· provide a service, such as a home visit or request for advice

· notify you of changes to our services
· seek your views or comments on the services we provide
· process a job or volunteer application
· process a donation or legacy that you have made
· carry out our obligations arising from any contracts entered into between you and us
· ensure personal safety where we reasonably think that there is a risk of serious harm or abuse to you or someone else
· prevent crime and keep ourselves and the public safe by recording your image on CCTV

	Sharing your information with other organisations
	We will not sell or share your information with any third parties for the purposes of direct marketing.

It may be necessary to pass your information to a third party in order to process a service (for example when you make a donation), but we will only share the personal information necessary to deliver the service. They will not share your personal information with any organisation apart from us. They will hold it securely and retain it for the period we instruct.
In some circumstances we are legally obliged to share information to comply with requests where disclosure is required by law. For example, we may disclose your personal information to the government for tax investigation purposes, or to law enforcement agencies for the prevention and detection of crime. We may also share your information with the emergency services or the local authority safeguarding team if we reasonably think there is a risk of serious harm or abuse to you or someone else.

In some cases, for example when providing reports to funders or commissioners, some of your data may be shared. This will be done in a way that you cannot be identified from it (anonymised), unless you have given explicit consent to sharing of your personal data.

	The legal bases which allow us to use your personal information
	The legal basis that we rely on for using your personal information will depend upon the circumstances in which we collect and use it, but will in most cases be because:

· You have provided your consent to allow us to use your personal information in a certain way, such as to send you an email or make a referral to another organisation
· It’s necessary for the performance of a contract to which you are a party
· It’s necessary for us to comply with our legal or regulatory obligations, for example where we are ordered by a court or regulatory authority like the Charity Commission
· It’s necessary in order to protect the vital interest of a person’s life or health (for example in the case of a medical emergency suffered by an individual at one of our groups), or a safeguarding issue
· It’s necessary for the performance of a task carried out in the public interest through our commissioning by a public authority in the exercise of official authority and to meet our function as a charity and service provider

· It’s in our legitimate interest to do so. The law permits us to use personal information where we have a legitimate interest, our use is fair and any impact on you and your rights is balanced. Our legitimate interests include the ability to carry out CDGNS’s charitable objectives, commercial interests and to provide support and services, for example:
· processing is necessary, reasonable and proportionate in order to provide our service users with healthcare or treatment
· to fulfil our commissioning contract with public authority and to meet our function as a charity and service provider
· to send communications that we think will be of interest to you
· to notify you of changes to our services
· to monitor whom we deal with to protect the charity against fraud, money laundering and other risks
· to enhance, modify, personalise or otherwise improve our services or communications for the benefit of our members and service users
When we use special categories of personal data (such as your health information) we will rely on at least one of these additional bases where the processing is necessary, reasonable and proportionate in order to provide our service users with healthcare or treatment:

· Your explicit consent to allow us to use your special categories of data for a particular purpose
· The processing is necessary for the provision of health and social care when we are providing our services to you, such as through our commissioning by the NHS or Leeds City Council
· The processing is necessary for a particular reason of substantial public interest, such as to provide support to individuals with a particular disability or medical condition, or the safeguarding of children and individuals at risk
You may withdraw consent at any time where we are relying on consent to process your personal information. However, this will not affect the lawfulness of processing carried out prior to this withdrawal. If you do withdraw your consent, we may not be able to provide the services to you. We will advise you if this is the case at the time you withdraw your consent.

	Fundraising and marketing
	We will not send requests for fundraising but may send information about our activities and events if you have given your consent. We will only do this via the channels you have asked us to.

	Your choices
	You have the right to opt out of receiving communications from us at any time. You can also change the way we contact you at any time.

You can do this by calling our Office Manager on 0113 260 6565 or emailing admin@crossgatesgns.org.uk.

In order to opt you out of receiving communications, it is necessary to retain some of your details to ensure we don’t contact you again in future. Your details will only be used for this purpose.

	Your legal rights
	Under data protection law, you have rights we need to make you aware of. The rights available to you depend on our reason for processing your information.

Your right of access: You have the right to ask us for copies of your personal information. This right always applies. There are some exemptions, which means you may not always receive all the information we process. You can read more about this right on the Information Commissioner’s Office website.

Your right to rectification: You have the right to ask us to rectify information you think is inaccurate. You also have the right to ask us to complete information you think is incomplete. This right always applies. You can read more about this right on the Information Commissioner’s Office website.
Your right to erasure: You have the right to ask us to erase your personal information in certain circumstances. You can read more about this right on the Information Commissioner’s Office website.
Your right to restriction of processing: You have the right to ask us to restrict the processing of your information in certain circumstances. You can read more about this right on the Information Commissioner’s Office website.
Your right to object to processing: You have the right to object to processing if we are able to process your information because the process forms part of our public tasks, or is in our legitimate interests. You can read more about this right on the Information Commissioner’s Office website.
Your right to data portability: This only applies to information you have given us. You have the right to ask that we transfer the information you gave us from one organisation to another, or give it to you. The right only applies if we are processing information based on your consent, or in talks about entering into a contract, CDGNS does not perform any automated data processing. You can read more about this right on the Information Commissioner’s Office website.
Please note that exceptions apply to a number of these rights, and not all rights will be applicable in all circumstances. For more details we recommend you consult the guidance published by the ICO.

Exercising your rights: If you wish to exercise one or more of your rights, please download and complete the Individuals’ Rights Request form available on our website www.crossgatesgns.org.uk and email to admin@crossgatesgns.org.uk, or hand in or post to our office at Station Road, Leeds, LS15 7JY.
Access to your information: If you wish to make a request, please contact us at admin@crossgatesgns.org.uk, or write to us at Station Road, Leeds, LS15 7JY.
Alternatively, download and complete the Data Subject Access Request form available on our website www.crossgatesgns.org.uk and email to admin@crossgatesgns.org.uk, or hand in or post to our office at Station Road, Leeds, LS15 7JY.

You must provide copies of identification documents (two separate documents providing photo identification and address confirmation, such as a passport, driving licence, or utility bill). Please also provide any additional information that is relevant to your contact with us, as this may help us to locate your records.
We try to respond to all legitimate requests within one month. Occasionally it may take us longer if your request is particularly complex or you have made a number of requests. In this case, we will notify you and keep you updated.

There is no fee to access your personal information (or to exercise any of your other legal rights). However, we may charge a reasonable fee if your request is clearly unfounded, repetitive or excessive. Alternatively, we may refuse to comply with your request in these circumstances.

	Keeping your information safe
	We have put in place appropriate security measures to prevent your personal information from being accidentally lost, used or accessed in an unauthorised way, altered or disclosed. In addition, we limit access to those employees, volunteers, agents, contractors and other third parties who have a business need to know. They will only process your personal information on our instructions and they are subject to confidentiality obligations.

We have put in place procedures to deal with any suspected personal data breach and will notify you and any applicable regulator of a breach where we are legally required to do so.

However, please be aware that there are always inherent risks in sending information by public networks or using public computers and we cannot guarantee the security of data (including personal information) that is disclosed or transmitted over public networks.

	Links to other websites
	Our website may contain links to other websites run by other organisations. This policy applies only to our website‚ so we encourage you to read the privacy statements on other websites you visit. We cannot be responsible for the privacy policies and practices of other websites even if you access them using links from our website.

In addition, if you linked to our website from a third party site, we cannot be responsible for the privacy policies and practices of its owners and operators and recommend that you check the privacy policy of that third party site.

	16 or under
	If you are aged 16 or under‚ please get your parent or guardian's permission beforehand whenever you provide us with personal information.

	Keeping your information accurate
	It is important to us that the personal information we hold about you is accurate and up to date. Please tell us if there are any changes to your personal information during your relationship with us. You can do this easily by email: admin@crossgatesgns.org.uk

	Questions and complaints
	If you would like more information, or have any questions about this policy, or to make a formal complaint about our approach to data protection or raise privacy concerns, please contact our Office Manager, who can also provide a copy of our current Compliments & Complaints Procedure.

Email: admin@crossgatesgns.org.uk
Phone: 0113 260 6565
Post: Cross Gates & District Good Neighbours’ Scheme CIO
Station Road, Leeds, LS15 7JY
You have the right to make a complaint at any time to the Information Commissioner's Office (ICO), the UK supervisory authority for data protection issues. We would, however, appreciate the chance to deal with your concerns before you approach the ICO so please do contact us in the first instance.

Information Commissioner’s Office
Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF

	How long do we use your personal information for?
	We will only use your personal information for as long as is necessary to fulfil the purposes for which they are processed or for compatible legal purposes including for satisfying legal, accounting, or reporting requirements.

To determine the appropriate retention period for personal information, we consider the amount, nature, and sensitivity of the personal information; the potential risk of harm from its unauthorised use or disclosure; the purposes for which we process it and whether we can achieve those purposes through other means; and the applicable legal requirements.

For more information about the retention periods we apply to different aspects of your personal data, see our Data Retention & Disposal Policy.
In some circumstances you can ask us to delete your personal information: see ‘request erasure’ under your legal rights section for further information.

In some circumstances, we anonymise your personal information (so that it can no longer be associated with you) for research or statistical purposes in which case we may use this anonymous information indefinitely without further notice to you.

	Changes to this policy
	Any changes we may make to this policy in the future will be posted on this website, so please check this page occasionally for updates. If we make any significant changes, we’ll make this clear on this website.

	Review of this policy
	We keep our privacy notice under regular review to make sure it is up to date and accurate where necessary. This policy was last reviewed April 2024.
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