Cross Gates & District Good Neighbours’ Scheme CIO
Working with and for older people

ICT Usage Policy
1. Introduction
This Policy set outs guidelines for the usage of information and communications technology (ICT) at Cross Gates & District Good Neighbours’ Scheme CIO (CDGNS) and the type of behaviour that is acceptable in relation to ICT. The Policy applies to all Trustees, staff and volunteers, who are expected to take a professional and responsible approach to the use of ICT.
2. General
2.1. Computer usage

All are expected to take care of any hardware, to ensure it is transported safely and to be careful when eating or drinking in the vicinity of personal computers (PCs) including desktops, laptops and similar devices.

The purchasing and disposal of computer equipment and software is the responsibility of the Manager and any IT consultant who may be appointed. Any use of additional hardware such as speakers or compact disc (CD) writers should be with the agreement of the Manager.
Health & Safety considerations for working at computer workstations are covered in the CDGNS Health & Safety Policy.

2.2 Software installation

The Manager will authorise all software, which should be licensed and standardised as much as is possible. Software is not routinely copied.
2.3. File management

The Office Coordinator and individual Project Workers are responsible for coordinating file management. Documents are stored on the CDGNS database and not on PCs.
The management of data that falls under the General Data Protection Regulations is considered in the CDGNS Confidentiality & Data Protection Policy.
2.4. Use of USB Flash Drives
Staff and volunteers should not use their own USB sticks at CDGNS. Any staff needing to work at home should ask for a remote connection to be set up or use email to send documents.

3. Email
3.1. Work related email

All staff are to use an agreed signature. Use appropriate etiquette: Dear rather than Hi when writing to external contacts unless they have used Hi first; Best Wishes, Warm Wishes and Kind Regards are all acceptable endings.
3.2. Personal use

Personal emails should not be sent from the work address. It is acceptable to use personal web mail addresses to send emails, however these should only be sent at lunch or during an appropriate break time.
3.3. Anti-social or unacceptable usage
CDGNS email addresses should not be used to send chain emails or jokes, or to link to non-work-related websites.
4. Web and Other Online Usage
All staff have access to the web. It is an integral part of day-to-day working especially to find information for service users.
Personal use is permitted at lunchtime or appropriate breaks. As with other online usage staff should not use social media {Facebook, Twitter, etc.) or other applications for personal use at work except at break times. However, downloading of music and videos is permitted if it is work related e.g. for group work. CDGNS accounts should be used responsibly and material that is viewed or downloaded should be within equalities guidelines and be respectful and appropriate.

Web promotional material must be authorised by the Manager.

All online purchases are to be authorised by the Manager in advance.
5. Phone Usage
Mobile phones should not be called from CDGNS landline handsets.
CDGNS does not supply work mobile phones. There is one basic office mobile phone which must be used for all outgoing mobile phone numbers. Staff may use this CDGNS office mobile to text volunteers when necessary.
Personal phone calls or usage should be at lunch or on break times, except for an emergency.
The CDGNS office number should be given to anyone who may need to contact you in an emergency.
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